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Internet of Things

The number of interconnected devices already surpasses the number of
connected people and this difference will become even larger with the Internet of

Things (IoT).

Due to the permanent connection of things with the internet, they will
become the preferred target for malicious person to launch attacks on
internet like Distributed Denial of Service Attack (DDoS). ﬂrﬁ
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Design the solution on a simulated environment
Test on real devices
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Design Intrusion Detection System (IDS) on the gateway NS3 Simulation
Create cooperation between them
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